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+=======+======================================================================+

| Date | Class Notes |

+=======+======================================================================+

| 01/27 | --[ Syllabus and Review |

| | ----------------------------------- |

| | A quick overview of the syllabus, course, and what students can |

| | expect to learn. Some course terminology is covered along with a |

| | brief refresher of the background material required for the course. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/1/01_lecture.pdf) |

| | Course Syllabus: [Syllabus](http://security.cs.rpi.edu/courses/binexp-spring2015/Syllabus.pdf) |

| | RPISEC IRC: [getting on IRC](http://rpis.ec/irc) |

| | |

| | A more complete course rundown along with contact information can be |

| | found in the syllabus. Please be sure to at least read through it |

| | once to understand the mechanics of the course. |

| | |

| | Finally, class office hours will be held at RPISEC's hack nights! |

| | WHERE: Sage 3101 |

| | WHEN: Wednesdays, 7-10pm |

+-------+----------------------------------------------------------------------+

| 01/30 | --[ Tools and Basic Reverse Engineering |

| | ----------------------------------- |

| | We covered some of the most basic tools and their usage in reverse |

| | engineering. We covered mostly static tools today, and will go more |

| | in depth with dynamic tools as used in the typical reverse |

| | engineering workflow next class. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/2/02_lecture.pdf) |

| | Intro Crackmes: [challenges.zip](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/2/challenges.zip) |

+-------+----------------------------------------------------------------------+

| 02/03 | --[ Extended Reverse Engineering |

| | ----------------------------------- |

| | This class revolved around using IDA for static analysis in parallel |

| | with assembly level debugging in gdb & edb. We took a look at the |

| | crackmes from last class with this reversing workflow, along with |

| | the RPI & CMU bomb crackmes. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/3/03_lecture.pdf) |

| | Bomb Crackmes: [bombs.zip](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/3/bombs.zip) |

+-------+----------------------------------------------------------------------+

| 02/06 | --[ Reverse Engineering Lab |

| | ----------------------------------- |

| | Our first lab focuses on basic reverse engineering. While we won't |

| | be doing any heavy reverse engineering in this class, being able to |

| | debug at the assembly level is a necessary skill in exploit |

| | development. |

| | |

| | Labs will typically consists of three graded challenges of |

| | increasing difficulty. You are expected to complete the C problem |

| | (the easiest one) by the end of each lab period or you will take a |

| | grade penalty as specified in the syllabus. The rest are typically |

| | due by the start of class exactly one week later. |

| | |

| | Due: 2/13/2015 1:59PM EST |

| | Lab: [lab1.zip](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/4/lab1.zip) |

| | |

| | Your solutions to the lab must be submitted individually to the |

| | email mbespring2015 [at] gmail.com |

+-------+----------------------------------------------------------------------+

| 02/10 | --[ Introduction to Memory Corruption |

| | ----------------------------------- |

| | Memory corruption is typically at the heart of binary exploitation |

| | and is fundamental to the course. This lecture focused on classical |

| | stack smashing and demonstrating the possible effects of meaningful |

| | corruption. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/5/04_lecture.pdf) |

| | VM: <http://www.nostarch.com/hackingCD.htm> |

| | Other Materials: [lectures/5/](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/5/) |

| | Suggested Reading: Hacking: The Art of Exploitation |

| | chapters 0x320, skim 0x330-0x342 |

| | |

| | Be sure to visit office hours if you have any questions, want to |

| | review, or want help with the reversing lab. |

+-------+----------------------------------------------------------------------+

| 02/13 | --[ Memory Corruption Lab |

| | ----------------------------------- |

| | The Warzone is an in-house wargame that we've introduced as a self |

| | contained learning environment for this course. Most of the |

| | exercises and labs will take place on this server for the remainder |

| | of the course. |

| | |

| | SSH: warzone.rpis.ec 22 |

| | Username: lab2C |

| | Password: [DISTRIBUTED IN CLASS] |

| | |

| | Due: Friday 1:59pm, February 20th |

| | |

| | levels are in /levels/lab2/ - Start with /levels/lab2/lab2C |

| | |

| | Solve the challenge, get a shell, cat /home/lab2B/.pass |

| | Then SSH into the Warzone with the account lab2B with that password. |

| | Repeat for lab2B, then lab2A, then lab2end |

| | |

| | To submit, send the passwords, a description of your exploit, and |

| | copy of your script or payload to mbespring2015+lab2 [at] gmail.com |

| | |

| | Reminder: the bonus flag does not count toward your grade |

+-------+----------------------------------------------------------------------+

| 02/20 | --[ Shellcoding |

| | ----------------------------------- |

| | Today's class introduced the concept shellcode and how it is used in |

| | classical exploitation when injecting arbitrary code into exploited |

| | processes. We'll be moving into more modern uses of shellcode as we |

| | get deeper into the course. |

| | |

| | We also cover some simple techniques to write your own shellcode, as |

| | well as some tools we use to make shellcoding a more pain free |

| | process. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/7/05_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 02/24 | --[ Shellcoding Lab |

| | ----------------------------------- |

| | Lab today will focus on your ability to use shellcode in |

| | exploitation, and your ability to write custom shellcode tailored to |

| | the constraints of a given scenario. |

| | |

| | SSH: warzone.rpis.ec 22 |

| | Username: lab3C |

| | Password: [DISTRIBUTED IN CLASS] |

| | |

| | Due: Tuesday 1:59pm, March 3rd |

| | |

| | Submit your final command/payload for each level and a short |

| | description to mbespring2015+lab3 [at] gmail.com |

| | |

| | Lab Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/8/08_lab.pdf) |

+-------+----------------------------------------------------------------------+

| 02/27 | --[ Format Strings |

| | ----------------------------------- |

| | Format string based vulnerabilities are less common nowadays, but |

| | they are an important bug class that can be tricky to exploit. |

| | |

| | This lecture covers uncontrolled format string vulnerabilities and |

| | how they can be abused to leak information or take control of a |

| | vulnerable application. |

| | |

| | We will be having a format string based lab next week. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/9/06_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 03/03 | --[ Format String Lab |

| | ----------------------------------- |

| | SSH: warzone.rpis.ec 22 |

| | Username: lab4C |

| | Password: [DISTRIBUTED IN CLASS] |

| | |

| | Due: Tuesday 1:59pm, March 10th |

| | |

| | Submit your final command/payload for each level and a short |

| | description to mbespring2015+lab4 [at] gmail.com |

| | |

| | Lab Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/10/10_lab.pdf) |

+-------+----------------------------------------------------------------------+

| 03/10 | --[ DEP and ROP |

| | ----------------------------------- |

| | Data Execution Prevention is one of the pillars of modern exploit |

| | mitigation technologies. Understanding how DEP works and how it can |

| | be bypassed is important in exploiting real world targets. |

| | |

| | This lecture covers DEP and how it can be bypassed through Return |

| | Oriented Programming. We talk about some of the tools, workflow, and |

| | constraints of writing ROP. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/11/07_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 03/13 | --[ ROP Lab |

| | ----------------------------------- |

| | SSH: warzone.rpis.ec 22 |

| | Username: lab5C |

| | Password: [DISTRIBUTED IN CLASS] |

| | |

| | Due: Friday 1:59pm, March 20th |

| | |

| | Submit your final command/payload for each level and a short |

| | description to mbespring2015+lab5 [at] gmail.com |

| | |

| | Lab Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/12/12_lab.pdf) |

+-------+----------------------------------------------------------------------+

| 03/17 | --[ Secure Systems and Game Console Exploitation |

| | ----------------------------------- |

| | As we already have a lab assigned and project one due directly after |

| | spring break, we don't want to dive into the next subject until we |

| | get back. |

| | |

| | To mix things up, we'll be taking a peek behind the curtain at some |

| | of the bugs that brought down game consoles of our generation. |

| | |

| | Game consoles are among the most secure off the shelf products |

| | consumers can buy, so it's interesting to look at the techincal |

| | aspects of the exploits and bugs that cracked them open. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/13/08_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 03/20 | --[ Project One Lab |

| | ----------------------------------- |

| | Being the Friday of spring break, we will be hosting a lab period |

| | for project one. If anyone wants help or has questions, they're |

| | encouraged to ask for any final help before we move into break. |

| | |

| | We have also released a grading rubric for the first project in case |

| | you would like some guidance on what to turn in. |

| | |

| | Project One Rubric: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/14/ProjectOneRubric.pdf) |

| | |

| | Due: Tuesday 1:59pm, March 31st |

| | |

| | You must submit your writeup as either a link to a blog post, or as |

| | a PDF equivalent. Here is a sample CTF [Writeup](http://gaasedelen.blogspot.com/2014/11/landing-agres-links-500-csaw-ctf-2014.html) that we would expect |

| | your project writeup to resemble. |

| | |

| | Submit your final writeup links and/or work to |

| | mbespring2015+project1 [at] gmail.com |

+-------+----------------------------------------------------------------------+

| 03/31 | --[ Address Space Layout Randomization |

| | ----------------------------------- |

| | ASLR is the second big pillar in modern exploit mitigation |

| | technologies. It's designed to mitigate exploits that rely on |

| | hardcoded code/stack/heap addresses by randomizing the layout of |

| | memory for every execution. |

| | |

| | This lecture covers ASLR and how it can be bypassed through info |

| | leaks, partial overwrites, bruteforcing, and utilizing your crash |

| | state. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/15/09_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 04/03 | --[ ASLR Lab |

| | ----------------------------------- |

| | The labs are harder this week with the bugs being less trivial to |

| | spot in source and more tricky to exploit. The challenges will also |

| | have more scenario and context to make them feel a bit more real. |

| | |

| | To mix things up even more, lab6B is a remote exploitation |

| | challenge. You can expect more remote exploitation challenges as we |

| | move into the final few lab sets in the course. |

| | |

| | SSH: warzone.rpis.ec 22 |

| | Username: lab6C |

| | Password: [DISTRIBUTED IN CLASS] |

| | |

| | Because of the delay with getting lab6B up, we have extended the due |

| | time till MIDNIGHT Friday rather than by class. |

| | |

| | Due: Friday 11:59pm, April 10th |

| | |

| | Submit your final command/payload for each level and a short |

| | description to mbespring2015+lab6 [at] gmail.com |

+-------+----------------------------------------------------------------------+

| 04/07 | --[ Heap Exploitation |

| | ----------------------------------- |

| | Many exploits found in the wild today likely touch on the heap in |

| | some form. As stack based memory corruption has grown harder to |

| | utilize, the bug hunt has continued into the heap space and brought |

| | rise to new classes of vulnerabilities and techniques. |

| | |

| | This lecture covers how the heap can be abused in exploitation |

| | through heap based overflows, use after frees, heap spraying, and a |

| | brief mention of allocator metadata corruption. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/17/10_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 04/10 | --[ Heap Exploitation Lab |

| | ----------------------------------- |

| | There are only two lab challenges this week. Lab 7A is a bit tricky |

| | and will be a remote challenge. |

| | |

| | SSH: warzone.rpis.ec 22 |

| | Username: lab7C |

| | Password: [DISTRIBUTED IN CLASS] |

| | |

| | Due: Friday 1:59pm, April 17th |

| | |

| | Submit your final command/payload for each level and a short |

| | description to mbespring2015+lab7 [at] gmail.com |

+-------+----------------------------------------------------------------------+

| 04/14 | --[ Misc Concepts & Stack Canaries |

| | ----------------------------------- |

| | Smaller points and concepts that we meant to cover in the week |

| | before spring break. |

| | This includes a basic breakdown of common integers issues, |

| | interesting things with file descriptors, and details surrounding |

| | stack canaries. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/19/11_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 04/17 | --[ Misc & Canaries Lab |

| | ----------------------------------- |

| | Three lab challenges focusing on misc concepts and canaries. Lab 8A |

| | is a remote challenge. |

| | |

| | SSH: warzone.rpis.ec 22 |

| | Username: lab8C |

| | Password: [DISTRIBUTED IN CLASS] |

| | |

| | Due: Friday 1:59pm, April 24th |

| | |

| | Submit your final command/payload for each level and a short |

| | description to mbespring2015+lab8 [at] gmail.com |

+-------+----------------------------------------------------------------------+

| 04/21 | --[ C++ Concepts and Differences |

| | ----------------------------------- |

| | C++ adds a number of conviences that C lacks. Some of these |

| | additions help mitigate common exploitation avenues that we are used |

| | to such as string mishandling. It's harder to mess up things when |

| | you have a nice std::string instead of char \*'s being thrown around. |

| | |

| | But with C++ adding more high level structures, it also opens new |

| | attack surfaces to the application, e.g. classes+vtables. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/21/12_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 04/24 | --[ C++ Concepts Lab |

| | ----------------------------------- |

| | This week there's only two lab challenges and they will focus on |

| | exploiting C++ based binaries. Both challenges will be remote |

| | services! |

| | |

| | SSH: warzone.rpis.ec 22 |

| | Username: lab9C |

| | Password: [DISTRIBUTED IN CLASS] |

| | |

| | Due: Friday 1:59pm, May 1st |

| | |

| | Submit your final command/payload for each level and a short |

| | description to mbespring2015+lab9 [at] gmail.com |

+-------+----------------------------------------------------------------------+

| 04/28 | --[ Kernel Exploitation |

| | ----------------------------------- |

| | Kernel Exploitation is the process of attacking the operating system |

| | itself. Vulnerabilities in the Kernel can result in full takeover of |

| | a system and are among the most powerful bugs we can find. |

| | |

| | This lecture is an introduction to the world of kernel exploitation. |

| | It covers basic kernel exploitation techniques such as NULL |

| | dereferences and jump-to-userland, as well as kernel land |

| | mitigations such as mmap\_min\_addr and SMEP/SMAP. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/23/13_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 05/01 | --[ Kernel Exploitation Lab |

| | ----------------------------------- |

| | We've reached the system core, but can you get root? There are two |

| | lab challenges this week. |

| | |

| | This week we've brought a separate server online to spin up personal |

| | QEMU images for you to work in and break. Unlike the Warzone, this |

| | server will only be accessible from campus so you will need to VPN |

| | in if you're trying to work from off campus. |

| | |

| | SSH: warzone-kernel.rpis.ec 22 |

| | Username: lab10C |

| | Password: [DISTRIBUTED IN CLASS] |

| | |

| | Due: Friday 1:59pm, May 8th |

| | |

| | Submit your final command/payload for each level and a short |

| | description to mbespring2015+lab10 [at] gmail.com |

+-------+----------------------------------------------------------------------+

| 05/04 | --[ Final Project Lab |

| | ----------------------------------- |

| | Class today will be a dedicated lab session to get help on the Final |

| | Project. We'll be releasing a few hints and tips to help for those |

| | that attend. It's wise to ask any questions or ask for help if |

| | you're stuck. |

| | |

| | Checkpoint #2 is due by Friday 11:59pm, May 8th |

| | The entire project is due by Friday 1:59pm, May 15th |

| | |

| | We sent the rubric out a week or two ago via email, but here it is |

| | for anyone that missed it. |

| | |

| | Final Project Rubric: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/25/ProjectTwoRubric.pdf) |

+-------+----------------------------------------------------------------------+

| 05/08 | --[ Exploitation on 64bit, ARM, Windows |

| | ----------------------------------- |

| | This course has focused exclusively on owning 32bit linux binaries, |

| | but how does exploitation differ on AMD64? What about on ARM? or |

| | even on a different OS like Windows? |

| | |

| | This lecture explores and contrasts some of the differences found on |

| | the other popular architectures and operating systems we see around |

| | us today. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/26/14_lecture.pdf) |

+-------+----------------------------------------------------------------------+

| 05/12 | --[ Automation & The Future of Exploitation |

| | ----------------------------------- |

| | You've learned how leverage bugs to pwn binaries and bypass many of |

| | the modern mitigation technologies seen today. But how can we do |

| | these things faster, and where is the field going? |

| | |

| | This lecture talks a bit about fuzzing as well as a few more |

| | interesting and advanced tools in vulnerability research. It ends |

| | the course with a brief look into the future of binary exploitation |

| | and what to expect of the field in the near future. |

| | |

| | Lecture Slides: [PDF](http://security.cs.rpi.edu/courses/binexp-spring2015/lectures/27/15_lecture.pdf) |

+-------+----------------------------------------------------------------------+

[![Creative Commons License](data:image/png;base64,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)](http://creativecommons.org/licenses/by-nc/4.0/)  
  
Modern Binary Exploitation by [RPISEC](http://rpis.ec/) is licensed under a [Creative Commons Attribution-NonCommercial 4.0 International License](http://creativecommons.org/licenses/by-nc/4.0/).  
Permissions beyond the scope of this license may be available at <http://rpis.ec/contact>.